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Le reti e l’Informatica distribuita

• storia

• Internet e i protocolli

• il world wide web
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Le reti e l’Informatica distribuita
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• Internet e i protocolli

• il world wide web
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Le reti e l’Informatica distribuita

• Anni ’90, l’era dell’Informatica distribuita

• PC con prestazioni migliori delle macchine più potenti degli

anni ’80.

• Progresso delle telecomunicazioni: possibilità di disporre di

“mezzi” di comunicazione sempre più efficienti

• Sistema distribuito: insieme di risorse computazionali

collegate tra di loro attraverso una rete

• Obiettivi:

1. decentralizzazione del calcolo

2. distribuzione dell’attività

3. condivisione: utilizzo ottimale di risorse

4. comunicazione

5. cooperazione tra utenti/programmi

6. affidabilità
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Tipi di reti

La prima classificazione

1. Personal Area Network (PAN)

2. Local Area Network (LAN)

3. Metropolitan Area Network (MAN)

4. Wide Area Network (WAN)
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Tipi di reti

La seconda classificazione

1. reti aperte

2. reti chiuse (proprietarie)
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Tipi di reti

La terza classificazione
Le topologie di rete.

1. Bus (Ethernet)

2. Star

3. ...

The star topology has roots as far back as the 1970s. It evolved from the paradigm
of a large central computer serving many users. As the simple terminals
employed by these users grew into small computers themselves, a star network
emerged. Today, the star configuration is popular in wireless networks where
communication is conducted by means of radio broadcast and the central
machine, called the access point (AP), serves as a focal point around which all
communication is coordinated.

The difference between a bus network and a star network is not always
obvious by the physical arrangement of equipment. The distinction is whether
the machines in the network envision themselves as communicating directly
with each other over a common bus or indirectly through an intermediary
central machine. For instance, a bus network might not appear as a long bus
from which computers are connected over short links as depicted in 
Figure 4.1. Instead, it may have a very short bus with long links to the individ-
ual machines, meaning that the network would look more like a star. Indeed,
sometimes a bus network is created by running links from each computer to a
central location where they are connected to a device called a hub. This hub is
little more than a very short bus. All it does is relay any signal it receives (with
perhaps some amplification) back out to all the machines connected to it. The
result is a network that looks like a star network although it operates like a bus
network.

Protocols
For a network to function reliably, it is important to establish rules by which activ-
ities are conducted. Such rules are called protocols. By developing and adopting
protocol standards, vendors are able to build products for network applications
that are compatible with products from other vendors. Thus, the development of
protocol standards is an indispensable process in the development of networking
technologies.

As an introduction to the protocol concept, let us consider the problem of
coordinating the transmission of messages among computers in a network. With-
out rules governing this communication, all the computers might insist on trans-
mitting messages at the same time or fail to assist other machines when that
assistance is required.

In a bus network based on the Ethernet standards, the right to transmit mes-
sages is controlled by the protocol known as Carrier Sense, Multiple Access
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Figure 4.1 Two popular network topologies
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Tipi di reti

Termini per la topologia

• access point (AP, star)

• hub (bus)
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Tipi di reti

Protocolli

• Carrier Sense, Multiple Access with Collision Detection

(CSMA/CD)

• Carrier Sense, Multiple Access with Collision Avoidance

(CSMA/AD)
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Tipi di reti

Come far crescere le reti

• repeater

• bridge

• switch

The simplest of these is the repeater, which is little more than a device that simply
passes signals back and forth between the two original buses (usually with some
form of amplification) without considering the meaning of the signals (Figure 4.4a).

A bridge is similar to, but more complex than, a repeater. Like a repeater, it
connects two buses, but it does not necessarily pass all messages across the con-
nection. Instead, it looks at the destination address that accompanies each mes-
sage and forwards a message across the connection only when that message is
destined for a computer on the other side. Thus, two machines residing on the
same side of a bridge can exchange messages without interfering with communi-
cation taking place on the other side. A bridge produces a more efficient system
than that produced by a repeater.
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Figure 4.4 Building a large bus network from smaller ones

a. A repeater or bridge connecting
    two buses

Repeater
or

Bridge

b. A switch connecting multiple buses

Switch

Ethernet is a set of standards for implementing a LAN with a bus topology. Its name is
derived from the original Ethernet design in which machines were connected by a
coaxial cable called the ether. Originally developed in the 1970s and now standard-
ized by IEEE as a part of the IEEE 802 family of standards, Ethernet is one of the most
common methods of networking PCs. Indeed, Ethernet controllers have become a
standard component in the PCs available in the current retail market.

Today there are actually several versions of Ethernet, reflecting advances in
technology and higher transfer rates. All, however, share common traits that charac-
terize the Ethernet family. Among these are the format in which data are packaged for
transmission, the use of Manchester encoding (a method of representing 0s and 1s
in which a 0 is represented by a descending signal and a 1 is represented by an
ascending signal) for the actual transmission of bits, and the use of CSMA/CD for
controlling the right to transmit.

Ethernet
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Tipi di reti

internet ed Internet

• router

• forwarding table

• gateway

A switch is essentially a bridge with multiple connections, allowing it to
connect several buses rather than just two. Thus, a switch produces a net-
work consisting of several buses extending from the switch as spokes on a wheel
(Figure 4.4b). As in the case of a bridge, a switch considers the destination
addresses of all messages and forwards only those messages destined for other
spokes. Moreover, each message that is forwarded is relayed only into the appro-
priate spoke, thus minimizing the traffic in each spoke.

It is important to note that when networks are connected via repeaters,
bridges, and switches, the result is a single large network. The entire system
operates in the same manner (using the same protocols) as each of the original
smaller networks.

Sometimes, however, the networks to be connected have incompatible char-
acteristics. For instance, the characteristics of a WiFi network are not readily
compatible with an Ethernet network. In these cases the networks must be con-
nected in a manner that builds a network of networks, known as an internet,
in which the original networks maintain their individuality and continue to
function as autonomous networks. (Note that the generic term internet is dis-
tinct from the Internet. The Internet, written with an uppercase I, refers to a par-
ticular, worldwide internet that we will study in later sections of this chapter.
There are many other examples of internets. Indeed, traditional telephone com-
munication was handled by worldwide internet systems well before the Internet
was popularized.)

The connection between networks to form an internet is handled by 
devices known as routers, which are special purpose computers used for
forwarding messages. Note that the task of a router is different from that of
repeaters, bridges, and switches in that routers provide links between networks
while allowing each network to maintain its unique internal characteristics. As
an example, Figure 4.5 depicts two WiFi star networks and an Ethernet bus
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Figure 4.5 Routers connecting two WiFi networks and an Ethernet network to form 
an internet
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Metodi di comunicazione tra processi

• client/server (print server, file server, ...)

• peer-to-peer (P2P)

the role of a server (called a file server), and the other machines played the role
of clients that requested access to the files that were stored at the file server.

Today the client/server model is used extensively in network applications,
as we will see later in this chapter. However, the client/server model is not the
only means of interprocess communication. Another model is the peer-to-peer
(often abbreviated P2P) model. Whereas the client/server model involves 
one process (the server) providing a service to numerous others (clients), the 
peer-to-peer model involves processes that provide service to and receive service
from each other (Figure 4.6). Moreover, whereas a server must execute continu-
ously so that it is prepared to serve its clients at any time, the peer-to-peer model
usually involves processes that execute on a temporary basis. For example, appli-
cations of the peer-to-peer model include instant messaging in which people
carry on a written conversation over the Internet as well as situations in which
people play competitive interactive games.

The peer-to-peer model is also a popular means of distributing files such as
music recordings and motion pictures via the Internet. In this case, one peer
may receive a file from another and then provide that file to other peers. The
collection of peers participating in such a distribution is sometimes called a
swarm. The swarm approach to file distribution is in contrast to earlier
approaches that applied the client/server model by establishing a central distri-
bution center (the server) from which clients downloaded files (or at least
found sources for those files).

One reason that the P2P model is replacing the client/server model for file
sharing is that it distributes the service task over many peers rather than concen-
trating it at one server. This lack of a centralized base of operation leads to a more
efficient system. Unfortunately, another reason for the popularity of file
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Client

Server

Client

Client Client

Peer Peer

a. Server must be prepared to serve multiple clients at any time.

b. Peers communicate as equals on a one-to-one basis.

Figure 4.6 The client/server model compared to the peer-to-peer model
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Sistemi distribuiti

• Cluster computing

• Grid computing

• Cloud computing
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Internet - storia

• USA 1968. Esigenze militari di sicurezza: il controllo dei

missili nucleari de-

vee ssere garantito anche in caso di attacco delle basi principali:

ARPA (Advanced Research Projects Agency)

• Soluzione:

1. Nessun controllo centralizzato ma distribuzione e replicazione

delle possibilita‘ di controllo in piu‘ punti del paese

interconnessi

2. capacità di scegliere percorsi diversi in base allo stato della rete

(quali macchine e linee sono ancora vive ?) =¿ protocollo IP

3. Settembre ‘68: Nasce ARPANet (4 nodi, omogenei tra loro)

4. Dicembre ‘68: 7 Nodi
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Internet - storia

• 1983 la Difesa US impone lo standard TCP/IP

• Milnet si separa da Arpanet

• DARPA finanzia Berkeley Unix (socket)

• 1985 NSF realizza la prima backbone di Internet

• 1990 Boom
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Definizione di “rete”

• infrastruttura di comunicazione (link satellitari, cavi

transoceanici, collegamenti in fibra ottica, ...)

• hardware per collegare i computer alla rete (schede, cavi, ...)

in LAN

• dispositivi per collegare le LAN in una WAN (modem, router)

• i protocolli (e.g. TCP/IP Transmission Control Protocol /

Internet Protocol)
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Definizione di “rete”

Protocollo di comunicazione
Bisogna specificare tutti gli aspetti della comunicazione:

– Aspetti fisici

– Aspetti logici

Gerarchia di protocolli

– Ogni protocollo si appoggia su uno più basso e offre “servizi” ad

un livello più alto
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Internet

• Rete aperta

• Logicamente una sola rete Fisicamente milioni di reti

• Unico protocollo per I livelli intermedi di comunicazione

(TCP/IP)

• Standad “di fatto”
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Internet

Internet Service Providers (ISPs)
Collegano una rete ad Internet

The system of networks operated by the ISPs can be classified in a hierarchy
according to the role they play in the overall Internet structure (Figure 4.7). At
the top of this hierarchy are relatively few tier-1 ISPs that consist of very
high-speed, high-capacity, international WANs. These networks are thought of as
the backbone of the Internet. They are typically operated by large companies
that are in the communications business. An example would be a company that
originated as a traditional telephone company and has expanded its scope into
providing other communication services.

Connecting to the tier-1 ISPs are the tier-2 ISPs that tend to be more
regional in scope and less potent in their capabilities. (The distinction between
the tier-1 and tier-2 ISPs is often a matter of opinion.) Again, these networks tend
to be operated by companies in the communications business.

Tier-1 and tier-2 ISPs are essentially networks of routers that collectivly pro-
vide the Internet’s communication infrastructure. As such, they can be thought
of as the core of the Internet. Access to this core is usually provided by an inter-
mediary called an access ISP. An access ISP is essentially an independent inter-
net, sometimes called an intranet, operated by a single authority that is in the
business of supplying Internet access to individual users. Examples include com-
panies such as AOL, Microsoft, and local cable and telephone companies that
charge for their service as well as organizations such as universities or corpora-
tions that take it upon themselves to provide Internet access to individuals
within their organizations.

The devices that individual users connect to the access ISPs are known as
end systems or hosts. These end systems are not necessarily computers in the
traditional sense. They range over a multitude of devices including telephones,
video cameras, automobiles, and home appliances. After all, the Internet is
essentially a communications system, and thus any device that would benefit
from communicating with other devices is a potential end system.
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Figure 4.7 Internet composition

Tier-1 ISPs

Tier-2 ISPs

Access ISPs

End systems

8



Internet

Terminologia

• hot spot

• modems

• digital subscriber line (DSL)
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Gli indirizzi su Internet

IP address: Internet Protocol address
32 bit: quattro numeri compresi tra 0 e 255 scritti in dotted

decimal notation

Vengono distribuiti dalla Internet Corporation for Assigned Names

and Numbers (ICANN)
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Gli indirizzi su Internet

IP address: versione human readable

• Top Level Domains (TLD)

• domini (registrati)

• sottodomini

Name servers

• domanin name servers (DNS)

DNS lookup
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Usare Internet

Electronic mail
Protocolli per i server di mail:

• Simple Mail Transfer Protocol (SMTP): solo ASCII

• Multipurpose Internet Mail Extensions (MIME): converte

non-ASCII in formato SMTP-compatibile

Protocolli per accedere ai server di mail:

• Post Office Protocol version 3 (POP3)

• Internet Mail Access Protocol (IMAP)
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Usare Internet

File transfer
Protocolli per trasferire files:

• File Transfer Protocol (FTP)

• anonymous FTP

Oggi sono accessibili da un browser
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Usare Internet

Terminali remoti
Protocolli per aprire terminali remoti:

• Telnet

• Secure Shell (SSH)
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Usare Internet

Telefonia
Protocolli per trasferire la voce:

• Voice over Internet Protocol (VoIP)

• soft phones

• analog telephone adapters
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Il World Wide Web

Applicazione Internet per trasferire ipermedia
Tim Berners-Lee negli anni ’90

• hypertext

• hyperlinks

• browser

• Web server

• Hypertext Transfer Protocol (HTTP)

• Uniform Resource Locator (URL)
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Il World Wide Web

Web Implementation
Software packages that allow users to access hypertext on the Internet fall into
one of two categories: packages that play the role of clients, and packages that
play the role of servers. A client package resides on the user’s computer and is
charged with the tasks of obtaining materials requested by the user and pre-
senting these materials to the user in an organized manner. It is the client that
provides the user interface that allows a user to browse within the Web. Hence
the client is often referred to as a browser, or sometimes as a Web browser.
The server package (often called a Web server) resides on a computer
containing hypertext documents to be accessed. Its task is to provide access to
the documents under its control as requested by clients. In summary, a user
gains access to hypertext documents by means of a browser residing on the
user’s computer. This browser, playing the role of a client, obtains the docu-
ments by soliciting the services of the Web servers scattered throughout the
Internet. Hypertext documents are normally transferred between browsers
and Web servers using a protocol known as the Hypertext Transfer Protocol
(HTTP).

In order to locate and retrieve documents on the World Wide Web, each doc-
ument is given a unique address called a Uniform Resource Locator (URL).
Each URL contains the information needed by a browser to contact the proper
server and request the desired document. Thus to view a Web page, a person first
provides his or her browser with the URL of the desired document and then
instructs the browser to retrieve and display the document.

A typical URL is presented in Figure 4.8. It consists of four segments: 
the protocol to use to communicate with the server controlling access to the
document, the mnemonic address of the machine containing the server, 
the directory path needed for the server to find the directory containing the
document, and the name of the document itself. In short, the URL in Figure 4.8
tells a browser to contact the Web server on the computer known as
ssenterprise.aw.com using the protocol HTTP and to retrieve the document
named Julius_Caesar.html found within the subdirectory Shakespeare
within the directory called authors.

Sometimes a URL might not explicitly contain all the segments shown in
Figure 4.8. For example, if the server does not need to follow a directory path to
reach the document, no directory path will appear in the URL. Moreover,

1594.3 The World Wide Web

Figure 4.8 A typical URL

Document name

http://ssenterprise.aw.com/authors/Shakespeare/Julius_Caesar.html

Mnemonic name of
host holding the
document

Directory path
indicating the 
location of the
document within
the host's
file system

Protocol required 
to access the 
document. In 
this case it is 
hypertext transfer 
protocol (http).
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Il World Wide Web

Ipertesti
Documenti ASCII + tags: Hypertext Markup Language (HTML)

Protocollo: Hypertext Transfer Protocol (HTTP)
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Il World Wide Web

cases, the head contains preliminary information about the document (date, sub-
ject, etc. in the case of a memo). The body contains the meat of the document,
which in the case of a Web page is the material to be presented on the computer
screen when the page is displayed.

The head of the Web page displayed in Figure 4.9a contains only the title of the
document (surrounded by “title” tags). This title is only for documentation pur-
poses; it is not part of the page that is to be displayed on the computer screen. The
material that is displayed on the screen is contained in the body of the document.

The first entry in the body of the document in Figure 4.9a is a level-one
heading (surrounded by the !h1" and !/h1" tags) containing the text “My Web
Page.” Being a level-one heading means that the browser should display this text
prominently on the screen. The next entry in the body is a paragraph of text
(surrounded by the !p" and !/p" tags) containing the text “Click here for
another page.” Figure 4.9b shows the page as it would be presented on a
computer screen by a browser.

1614.3 The World Wide Web

Figure 4.9 A simple Web page

<html>

<head>

<title>demonstration page</title>

</head>

<body>

<h1>My Web Page</h1>

<p>Click here for another page.</p>

</body>

</html>

The part of the
document that
will be displayed
by a browser

Tag indicating
end of document

Preliminaries

Tag indicating 
beginning of 
document

My Web Page

Click here for another page.

a. The page encoded using HTML.

b. The page as it would appear on a computer screen.
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Il World Wide Web

staff by !/staff", a time signature with the form !time" 2/4 !/time", the
beginning and ending of a measure by !measure" and !/measure", respec-
tively, a note such as an eighth note on C as !notes" egth C !/notes", and
so on. Then the text

<staff clef = “treble”> <key>C minor</key>
<time> 2/4 </time>
<measure> <rest> egth </rest> <notes> egth G,
egth G, egth G </notes></measure>
<measure> <notes> hlf E </notes></measure>
</staff>
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<html>

<head>

<title>demonstration page</title>

</head>

<body>

<h1>My Web Page</h1>

<p>Click

   <a href="http://crafty.com/demo.html">

   here

   </a>

   for another page.</p>

</body>

</html>

Anchor tag
containing
parameter

Closing
anchor tag

a. The page encoded using HTML.

My Web Page

Click here for another page.

b. The page as it would appear on a computer screen.

Figure 4.10 An enhanced simple Web page

11



Il World Wide Web

Estensioni: extensible Markup Language (XML)
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